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Abstract
Internet safety is an emerging issue. There are numerous threats towards one’s personal information on the worldwide web. The internet also captures a lot of information and if wrongly used, they can cause more harm. A lot of new websites have merged and most of them harbor illegal content unfit for the young children. Web safety measures are necessary to avoid accessibility to such websites. Virtual child pornography is also on the rise due to less monitoring by parents and teachers. This makes it possible for young children to become victims of sexual abuse. The federal laws put in place to safeguard online activity especially among children below thirteen years has reduced instances of illegal activity. Such activities include sharing personal and financial details, the use of internet to hack other’s information or sharing physical content that is illegal. This paper addresses the challenges that have been brought by emerging technologies and how education, close monitoring and the use of federal laws. The paper also addresses the need to address these challenges in order to protect the young children as well as adults from inappropriate use of the internet.
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Importance of Internet Safety
The internet is a wonderful resource for use by both children and adults. They can use it for communication with their friend, teachers and colleagues, play interactive games, and conduct research. As the buildup in the use of the Internet by kids and young people continues, so do worries about their online protection. Giving a safe domain involves a top to bottom comprehension of the prevalence and types of online dangers the youthful Internet clients confront, and in addition to the solutions that are most suitable in moderating these dangers. Consequently, broad education and understanding of internet bylaws helps reduce cases of wrongful internet use.
Compared with different technological advances that supply substance, for example, radio and TV, the Internet presents guardians, parents and teacher’s special chances to play a more straightforward part in choosing what their kids can see and do (Palfrey, Boyd & Sacco, 2010). For instance, they can coordinate the child toward valuable and engaging substance reasonable to every kid's education level, age, culture and training. It likewise gives chances to instruct youngsters about the useful utilization of the Internet. It also gives direction on the most appropriate method of maintaining a safe distance from hazardous online conduct and inappropriate substance.
An essential part in empowering kids' wellbeing on the Internet is to help them to comprehend the ideas of hazard and security on the web, which will permit kids to settle on free informed choices (Tynes, 2007). Web security training is basic in protecting youngsters against online dangers. These threats could be external, for example, inappropriate substance and exercises for instance betting, or contact with the wrong individuals. The threat can also be internal, for example, excessive exposure of individual data. By cooperating with kids, and listening to their requirements and gaining from their experience, guardians and instructors can shape their learning environment (Mitchell, Wolak & Finkelhor, 2007). Guardians can also empower the young children to take advantage of the opportunities that the Internet sensibly offers, while acting in a safe and capable way (Tynes, 2007). In the meantime, such a domain can help the youngsters who exploit the Internet to commit awful acts to comprehend the genuine effect of their activities on more subjects that are vulnerable.
The recent technological advancements creates a broad use of computers and also exploring the worldwide web. Exploration creates curiosity in people and they start to break rules as well as steal vital information from other computers through the internet (Stahl & Fritz, 2002). There are many things a person, if well conversant, can get from one’s computer. For example, personal information such as address, phone number, financial records and personal letters. To avoid such from happening, internet safety is compulsory. One can stare this information in an external drive they can only access (Palfrey, Boyd & Sacco, 2010). The use of a firewall also comes in handy to allow the user to select who to see their information and those who are not eligible are blocked from accessing the information (Stahl & Fritz, 2002). Even though personal information should be protected from the internet there are other dangerous activities that take place. 
Children, especially the youth require frequent monitoring at all times. One instance is a child can search for an online game like Lego, but due to misplaced typing errors, they might end up typing a different word. This typo could lead to endless possibilities and might lead them to illegal sites such as pornographic sites. Parental control options are necessary to safeguard access to less appropriate content online. Another pertinent issue with the internet is soliciting sexual favors especially from minors. Over the past years, there are many cases of adults requesting sexual advances among the minors (Mitchell, Wolak & Finkelhor, 2007). These sexual advances come in the form of requesting naked videos, photos or disclosing unwanted sexual information. Online sexual solicitation can result to physical offline advances where the young child is confronted by the sexual offender. Internet security helps reduce such cases because an adult can create firewalls and block certain sites from access by the minors.
According to Valetk (2004), federal laws were created to make sure children below the age of thirteen are protected from illegal materials while accessing the internet. These laws are meant to keep anyone from accessing the child’s information without parental consent. The federal laws require content websites to provide a thorough and conclusive information regarding children rights and their privacy policies on their platform. The law also states that parental consent is needed before using a child’s information or at worse collecting their information (Willard, 2006). The law also prohibits a webpage, for example, online video game platforms from requiring a child to provide additional personal information in order to play a game online. 
Despite the existence of an extremely critical measure of research, which has been done with respect to these dangers, enhancing the safety of both child and youth Internet remains a challenge (Stahl & Fritz, 2002). To a limited extent, this is because the meanings of terms and conditions that relate to online security for instance cyberbullying regularly change. The difference in internet security makes statistical comparisons and discoveries among sources uncertain. What's more, there are perplexing covers among various virtual safety discussions. Generally, these elements can make distinguishing the particular loopholes in the present examination and learning troublesome. In case these loopholes can be better distinguished and filled, an information based comprehension of problems confronting youth could assume a key part in driving approach choices with respect to online protection.
In conclusion, internet security is vital more so among young children and teenagers who gain access to it for learning or social purposes. Educating teenagers on the possible threats from online access is important because it will help the youngsters avoid fraudulent activities like online fraud or even sending sexual content to unwanted parties. Most countries have internet laws, which help reduce cases of illegal use of the internet. These laws also help protect personal information from unwanted access. Also the use of firewalls to protect private information is recommended since not everyone will be able to view personal data. Parents are advised to monitor online activities carried out by their children to avoid breaking the law.
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