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A business continuity plan is a set of guidelines put in place mitigate risk and loss due to circumstances beyond human control in an institution or organization. Risks require adequate planning to reduce the risk of further injury through impact scenarios like Power outage, Terrorism, Cyber attack and Telecoms outage.

A power outage is the unexpected loss of electricity required for the running of machines and other equipment in an organization. It is a day to day business risk that not only affects the structure but also the neighboring environs as well with repercussions ranging from financial to reputation (Mara, Labaka, & Sarriegi, 2017).. Power failure usually results to complete system shutdown and the downtime would lead to wastage of manpower as well as loss of perishable items that require refrigeration. To mitigate these risks, the use of a generator can be adapted for prolonged power outages and Uninterruptible Power Supply for short power outages. These would reduce the loss of data as well as wastes as a result of the same. These would further enhance the organization reputation through reliability.

Terrorism is an activity devised to intimidate individuals with a particular motive or gain on hand through violence. The introduction of Terrorism insurance plans has been introduced by insurance companies to reduce financial losses and enable business continuity. The need for threat identification is mandatory, and safety sites identified when it occurs (Egli, n.d.). Guidelines detailing the risk assessment and measures to take should be visible to all personnel who should be aware of the same through regular drills to ensure the risk is reduced if not avoided.

 Cyber attack is the intrusion of an organization's computer network either for destruction purposes or to steal data by hackers. Loss of vital information could lead to industrial espionage which would affect an organization's reputation due to the release of information not meant for the general public stored electronically (Voeller, 2014). This risk can be reduced be either the use of Linux based operating systems of up to date antispyware, antivirus and internet security software. This alone will not be enough without the presence of qualified IT staff to keep abreast with cyber security matters for the benefit of the organization.

Earthquake is the sudden shake of the earth's surface. These cannot be predicted because they vary by size depending on location. They range from tectonic, volcanic, explosion and explosion earthquakes (Branley & Lloyd, 2005). Measures should be put in place that facilitates reduction of vulnerability of the existing structures through adequate training of the relevant personnel and staffs on the action to be taken regarding the same. Appropriate visuals should also be installed in visible areas to ensure there is a reference point should the risk occur.

With the risks that cannot be prevented, it is clear that adequate measures can be put in place to reduce the risks associated with the same. It is therefore highly advised to seek expert advice with regards to specific risks to be up to date with the ever evolving faces of risks that affect the organization in this modern age.
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