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Privacy issues: FBI Hacking into Emails
Privacy issues have for long been unending debates for most players in the technology industry. As more and more information is shared in systems, there is still no way to exclusively secure personal information from unauthorized access. The F.B.I has for long been using numerous tools to access personal information without a user’s consent or knowledge. When it comes to government investigations and privacy issues the debate is primarily a double sided sword. This is because FBI and other law enforcement agencies have a justification to conduct appropriate investigations to stop criminals from doing harm or eliminate potential security threats. Nonetheless, it is still unethical to develop tools or means of spying or hacking into people’s personal information without their knowledge. 
People have a right to their privacy, meaning that nobody should access their private information where physical or in the virtual world. Most government agencies such as the FBI carryout most of the hacking through legal search warrants. Nonetheless, the manner in which the operations are executed raises serious questions. For instance, in 2007, the FBI tricked a teenager who was spreading emails about a bomb threat by sending him a malicious code or spyware disguised as a .pdf article about the bomb threats from the Associated Press Company (Zetter 1). In the original search warrant, the FBI did not disclose whether it intended to trick of lure the suspect in this manner. These kinds of details that are left unanswered are what becomes unethical conduct. Moreover, since the FBI has already used such extreme measures, there is no limitation to what else they may do to access personal information or spy on citizens. However, there is clear justification of tracking and finding criminals or suspects for the preservation of security and peace. 
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