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The Future of Hacking 
	In the contemporary times, computers have become a part of everyday life. On the other hand, data security has been significantly compromised by the hacking trend. In fact, it is projected that in the future hackers will be able to hack cars leading into collisions. Accordingly, the law enforcers must be armed with the right tools and expertise which will facilitate probing into such hacking cases. It is projected that in the future hackers will be able to permeate the robot industry and household appliances causing a lot of problems for the users.
	In the future hackers are likely to creep into the robot industry and hack them. This move would create a great crisis in many sectors including the industrial sector and military sector. For instance, imagine what could happen if military robots could turn sides. Therefore hacking of robots could lead to a vast range of crisis. Also, hackers are expected to take hacking at a personal level. For instance, hackers might start hacking household appliances such as fridges and televisions. The hackers will most probably block the user from using the appliance until they pay for it. The hackers might also penetrate into the health sector and cause a crisis. This is particularly worrying because it could risk the lives of the patients. According to Garfunkel (2010) failure to advance today’s forensics research technology will hinder forensic analysis, making it impossible to probe into hacking cases. This would mean that the law enforcers will not be able to collect evidence in hacking crimes.
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