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Cybersecurity
Cybersecurity has been one of the most hot issues surrounding the Homeland Security as well as other federal security agencies. This is based on the increased advancement of technology as well as interconnectivity through the internet. New technologies are now allowing people to easily use the cyberspace to commit harm, crime, and even acts of terrorism. Cybersecurity is fairly a new issue based on the recent emergence of the internet as well as other major technologies such as computers. As a security threat, it is part of the Homeland Security's obligation to ensure cybersecurity. 
Historically, cyber security has been a threat to critical systems and networks used by both government and corporations. In 1983, the FBI conducted a massive raid on homes due to increased cybercrime. What they unveiled was massive developments in computer hacking with capabilities to overtake military or government networks from simple computers at home. One of the major incidents to occur in history is the release of several viruses that disable or render computers unusable both corporate and government systems. Additionally, by 2002, computer related incidents increased by 200% prompting increased need for managing cybersecurity (Washington Post, 2003). This led to the creation of Homeland Security under the Bush Administration in 2002, absorbing 22 federal security agencies including 5 cybersecurity programs and offices (Washington Post, 2003). This illustrated the clear intention and focus of obligating cybersecurity  to Homeland Security. Since then, the Homeland Security has undertaken numerous initiatives including the exposure of information sharing and dealings among top company official and ex-intelligence officials. Homeland Security has also created a White House cyber security strategy that specifically the White House or the presidential networks such as emails or phone call are protected from any security threat. 
One of the main stakeholders of cybersecurity is the federal government as well as the U.S military. Federal governments rely on a wide network that ensures the smooth running of America (Department of Homeland Security, 2017). This includes electrical grinds, transport systems, and even financial sectors. If such systems were to fail whole cities would come to a standstill to even bring increased kayos. Moreover, any attacks on such networks is a serious danger as accidents can happens such as fires, road accidents, and even fire. The military is also a key stakeholder as other governments continue to apply cyber capabilities as possible weapons in destroying their enemies (Kemp, 2012). For instance, countries such as China have been known for using cyber attacks on their enemies such as Taiwan. 
Currently, Homeland Security has a National Cybersecurity Protection System that offers intrusion detection, information sharing, intrusion prevention, and analytics (Department of Homeland Security, 2017). Homeland security has also developed a 24/7 cybersecurity command center that offer incident response, situational awareness, and cyber law enforcement. Moreover, it also oversees the U.S Secret service that has an electronic crimes task force that focuses on identifying and arresting international cyber offenders (Department of Homeland Security, 2017). Homeland Security also offers investigations in electronic crimes as well as increased awareness and intelligence gathering. Over the past five years, there are no major incidents in terms of cybercrime or cyber security. However, as technology advances, so do the threats and concerns of securing the highly interconnected and crucial systems and networks. Homeland Security continues to offer advancing cybercrime reviews, investigation, research and development alongside industry experts and other federal agencies. The agency must enhance its cybersecurity strategy to ensures that America is safe in the future where everything will deepened on technology. 
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