Read the required readings and answer this question in around 300 words 
Required Readings

1. System Forensics, Investigation, and Response - Ch. 4. Collecting, Seizing, and Protecting Evidence

2. Irvine, J. (n.d.). The darker side of computer forensics (Links to an external site.)Links to an external site.. Retrieved from http://www.forensicfocus.com/the-darker-side-of-computer-forensics

3. Carlton, G.H., & Worthley, R. (2010). Identifying a computer forensics expert: A study to measure the characteristics of forensic computer examiners. Journal of Digital Forensics, Security & Law, 5(1), 5–19. Retrieved from ebscohost.com

4. Commonwealth of Massachusetts. (2009, March 30). Exhibit A: Application for search warrant (Sample) (Links to an external site.)Links to an external site.. Retrieved from https://www.eff.org/files/filenode/inresearchBC/exhibit-a.pdf

Question: 

How do you balance the need to collect as much as possible, with the demands of actually analyzing what you collected? If your suspect has a laptop, what other (if any) devices would you collect in addition to the laptop, and why?
