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Electronic communication has become a very useful tool especially in healthcare. Examples of the most common electronic communication methods are the text message, email and social media applications. Healthcare professionals are increasingly adopting these electronic communication strategies to smoothen communication with the patient. The result has been strengthened physician-patient relationships and better delivery of healthcare services (Freundlich, 2018). However, electronic communication channels often raise ethical issues especially due to the concern of privacy and confidentiality. The concerns are particularly high when sensitive information is shared through these communication channels(Marwaha, 2017). The following essay is a discussion of some of the electronic communication strategies used in our organization and how patient privacy and confidentiality is ensured.

Our organization prefers emails and text messages as the best electronic communication methods to communicate with patients. However, these methods are not used to establish the patient-physician relationship but rather to supplement the personal encounters with the physician. These methods are used mostly to facilitate the provision of healthcare and also to follow up on the patient. The practitioners use email and text when they want to communicate with the patient. For example, when the physician wants to schedule a meet up with the patient. 

Text messages are used mostly to book appointments with the patient. The patient is informed of his next appointment with the doctor through text messages. The text message contains information such as the date and time when the patient is scheduled to meet the physician. The reason why the organization chooses text messages is because they have a personal touch; also, someone rarely misses text messages(Freundlich, 2018). So, the organization is confident that the information has reached the patient through the use of the text message. 

The email is used to send large pieces of information such as lab results and prescriptions. Emails are capable of transmitting larger pieces of information in the form of pdf, jpg and even doc formats(Marwaha, 2017). Lab results from our organization are mostly in the form jpg files; prescriptions are done on doc files. Some lab results are usually generated as pdf files. Such file types are hard to send through the text message hence the use of the email by our organization. 

Our organization is well aware of the ethical issues surrounding the use of electronic communication to communicate with patients. So, we ensure compliance with the HIPAA policy that protects the privacy and confidentiality rights of the patient. For instance, we ensure that all medical records are stored in secure databases so that they remain confidential hence safeguarding the integrity of patient’s medical records. 

Another method used to protect the privacy and confidentiality of patients according to the HIPAA is by notifying the patient about the potential security threats posed by electronic communication. These threats include the possibility of a security breach and the difficulty in validating the identity of third parties with whom the information is shared (Marwaha, 2017). The patient is then given the decision to accept or decline electronic communication.

In conclusion, electronic communication can greatly enhance the delivery of healthcare. Such communication strengthens physician-patient relationships and also makes it easy to follow up on patients hence ensuring fast recovery. However, electronic communication should be practiced cautiously since it can pose threats to patient privacy and confidentiality. 
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